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Speaker 1: Okay, now I am standing in a shopping mall, when I go there, what do they do? Sir, what is your phone number? They ask like this. It is very wrong to ask like that. For example, if I take a cell phone like this in my hand and put it next to me, when I stand there in a crowd, what will happen is, I will take nearly 250 numbers in an hour. I can take those numbers and sell them for college admission or to get a loan. I am not going to do this. But this will make a model called Whisper. Now we are going to see about the model called Whisper. If you go here, Whisper. Whisper means to say slowly. Okay? MP3 tool text. I can understand this because of the language you speak in the world. Okay? If you understand this, it will make it easy for you. For example, you can access this in Colab. Okay? Now it is like this. Now, you just give this model called Whisper as import Whisper. The key of OpenAPI is given free. Okay? If you give the key of OpenAPI and run it, it will download everything for you. Okay? We will put this in an Excel file. I will put this in a chat GPT and show you. Okay? Now, give Whisper as MP3 tool text. OpenAPI. Transcribe. This is text. This can be transcribed by anyone in any language. Okay? Now, just give this as an MP3 file. It will transcribe whatever language I speak in the world. Okay? In a few days, this transcription algorithm will come in all your apps. Then, what can you do? Now, I am in Replicate. Okay? Now, I am in Replicate. When I am in Replicate, they have given a demo in this. They are asking to insert the audio file. Then, they will ask to insert the detected language, English, in any language. For example, I am recording an audio. Now, I am standing in a mall. Okay? I am standing in a mall and speaking. This can be done in coding as well. But, the reason why I am doing this is because this is a very dangerous technology. Okay? Online text file generator. Okay? Online text file generator. Okay? Okay. Online audio recorder. Sorry. Online audio recorder. A-U-E-I-O-R-E-C-O-D-E-R. Audio recorder. Okay? Now, go to the online voice recorder and record a voice. Hello, sir. Say hello. Hello, sir. Hello. Hello, sir. What is your phone number, sir? Tell me, sir. 8266729345. That's what I am saying. Now, I will save this. I will put a recording next to this and stand. Okay? When I put a recording and stand, what happens is, Okay, replies. I will give it and put a recording next to it. Now, when I put a recording and stand, what happens is, I will easily get a person's phone number from this. Okay? Now, what this does is, this thing, this has been given for 8 minutes. Now, after giving this for 8 minutes, the model is large, like this, large V2. It is like this. After giving it like this, translate. Which language do I want? Is that so? Now, what you have to do is, you want it in Tamil. Hello, sir. What is your phone number? After giving this, what you have to do is, I can take it in any language of the world. Okay? Albanian, I can take it in everything like this. For example, now, I am taking it in Telugu. After taking it in Telugu, I submit it. This is the speech threshold, compared to that, it is normal to say this. Now, that language will be found out. Okay? Now, it is being transcribed. So, what happens to you is, this will easily detect this model for you. Okay? It will detect this. Telugu. It will detect this as Telugu. Another thing is, this is generated in Telugu in 2.2 seconds. Actually, we say this as Telugu. Actually, this is not Telugu. Normally, we have given it in English. You can try this. So, this is how you can do it normally. Another thing is, YOLO V5 can be scraped. It can be scraped and can be done easily. So, in Artificial Intelligence for Hackers, the reason why I am going alone in this channel is, this is a very dangerous technology. Whoever does this dangerous technology, even if it is done by the police, because, even in the Crime Branch, there is a lot of crime. Only when the problem becomes big, the police will come in. Otherwise, the problem will come only at the end. So, this Whisper Inter Technology will be very easy for the hackers. Now, if I go from here and stand in the mall, if I turn on this corner and stand in the mall, everything will keep getting recorded. I will go to different places and stand in different ways. No one will know. But, in this, if I go to someone and ask for their name and phone number, when I see there, whoever comes with children, those children can be used for school admission, college admission, engineering college admission. If you take this from behind, normally, if you ask in the morning, you can write that phone number. But, do you know what is more important than that? This will detect that model. It will even detect small voices. This is a very dangerous technology. This is very dangerous for the data security of the next generation. The reason why I am saying this is, because I have learned some things in Cyber Security, this is a problem in A-oriented Cyber Security. Without phishing, or data security problems like this, if you record the file directly and delete it, no one can detect it. This is a very dangerous technology. You can use this. But, don't try this. Definitely, it will be a big case. But, at the same time, when you type the phone number, it is typed in this area. For example, I am going to the online text generator. There are four people sitting behind it. If I train a model now, I can zoom in and do this. You would have seen this already. For example, in Google train, it will zoom in and take the data. What am I doing now? I am typing a phone number like this. If I type a bounding box in this area, no one can detect it. If I zoom in and do this, I can do this. There is an app called Auto Zooming in Android. You can do this easily. So, this is a very dangerous technology. Always, in the shopping mall, in the building section, don't stand for a long time. Don't sit behind. Try to move them. I have told this to the manager. I don't want to tell the name of the shopping mall. In Madurai, there are many malls like this. It is dangerous. For sure, those who are watching this, some of you will use it wrongly. Some of you will use it correctly. That is why I have put this. This is very dangerous. In this Whisper technology, if you stand for an hour, and get the phone numbers, you can sell it easily. Thank you. Welcome. Like, share and subscribe. Like this, there are many artificial intelligence, hacking methods. Learn all these. Don't speak loudly. Don't ask for a phone number. Give a card, swipe that card, and do that. Thank you. Welcome.
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